
Protect Your Information: Stay safe as you search for jobs 
  
Gilbane has received information about fraudulent employment offers 
from persons or organizations appearing to represent Gilbane staff. These 
fraudulent offers of employment have appeared on social media sites or 
as unsolicited emails targeting individuals. If you received such an 
unsolicited email offering a position with Gilbane, it is likely that the email 
you received is a scam. Gilbane does not extend unsolicited offers of 
employment by email or by unsolicited contact through social media 
platforms. Gilbane will never ask candidates for money or bank details 
during our application process. 

If you believe that you are the victim of identity theft after having 
submitted personal information to the scammers, Gilbane strongly 
encourages you to report the incident 
to https://www.identitytheft.gov/ (https://www.interpol.int/Contact-
INTERPOL if outside the U.S) and to talentmanagement@gilbaneco.com.  
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